SA WG2 Temporary Document

Page 1

SA WG2 Meeting #114
S2-161957
11 - 15 April 2016, Sophia Antipolis, France
(revision of S2-161582)
Source:
Nokia

Title:
Solution for : ePDG selection for SEW2
Document for:
Approval 
Agenda Item:
6.5
Work Item / Release:
FS_SEW2 / Rel-14
Abstract of the contribution: Solution x: High level principles for emergency ePDG selection reusing the solution defined for regular ePDG selection. 
Introduction - Discussion

Instead of losing time discussing the details the approach is to agree on the top principles and to fine tune the details when discussing the actual CR to 23.402.
Proposal

It is proposed to update 23.771 as follows (all text is new text):

**** First Change ****

6.x
Solution x: High level principles for emergency ePDG selection reusing the solution defined for regular ePDG selection
This solution addresses only ePDG selection for emergency services (the UE is aware that the user has dialled an emergency number)
ePDG selection for emergency services follows the same mechanisms than ePDG selection for regular (non emergency ) services with following changes
1. The UE shall use an ePDG to access a PLMN in the country where the UE is 
2. ePDG selection for emergency services is not needed when the UE is currently connected to an ePDG in the local country that has indicated support for emergency services
 over the whole country
3. 
4. It shall be possible to configure (“emergency ePDG identifier configuration”) the UE (e.g. H-ANDSF, USIM, etc) with an ePDG address that supports emergency bearer services in its HPLMN: the emergency ePDG identifier configuration contains the FQDN or IP address of an ePDG in the HPLMN.

Following points apply in case emergency ePDG identifier configuration of an ePDG for emergency services is not used

5. A similar procedure than described in 23.402 §4.5.4.5 applies with modifications described below

6. An emergency services DNS query different to  the one used for selection of an ePDG for regular services (“The UE shall perform a DNS query to determine if the visited country mandates the selection of ePDG in this country”) is needed as the DNS query used  in 23.402 § 4.5.4.5 “ePDG Selection with DNS-based Discovery of Regulatory Requirements” provides output only if there are LI requirements in the local country and furthermore does not indicate which PLMN have deployed ePDG for emergency services.
· Thus dedicated DNS records are used that indicate the PLMNs in a country that have deployed ePDG supporting emergency services and that provide PSAP access over the entire country.
7. Following part of 23.402 § 4.5.4.5 “ePDG Selection with DNS-based Discovery of Regulatory Requirements” may be reused “with following modifications highlighted in italics”
-
The ePDG selection information in section 4.5.4.3 is modified by adding “The ePDG selection information further indicates whether or not each PLMN supports emergency bearer services over WLAN and whether or not support of emergency bearer services over WLAN (if supported by a PLMN) is for the entire country in which the PLMN is located.”. This information shall be leveraged by the UE to select a PLMN by verifying whether any PLMN to which the UE is registered by a 3GPP access supports emergency services or whether some other PLMN in the same country provides PSAP access over the whole country. If ePDG selection is not possible using ePDG selection information, the UE performs an emergency services DNS query. 
-
If the UE is registered via 3GPP access to a PLMN which is included in the DNS response, then the UE shall first try to select an ePDG in this PLMN.

-
(if the UE has got an UICC) If the UE is registered via 3GPP access to a PLMN which is not included in the DNS response or the UE is not registered via 3GPP access to any PLMN, then the UE shall select an ePDG in one of the PLMNs included in the DNS response 
· The UE shall select one of the PLMNs included in the DNS response based on the prioritized list of PLMNs in the ePDG selection information (i.e. the UE shall select first the highest priority PLMN in the ePDG selection information that is contained in the DNS response). If the ePDG selection information does not contain any of the PLMNs in the DNS response or the UE is not configured with the ePDG selection information, then the UE shall select a PLMN included in the DNS response based on its own implementation means.
NOTE: the PLMN in the list of PLMNs in the ePDG selection information have roaming agreement for ePDG access with the HPLMN 
-
If the UE cannot select an ePDG as described above  or has got no UICC, then the UE shall
-
If Unauthenticated emergency bearers are allowed in the local country, the UE shall attempt an un-authenticated access to an ePDG of a PLMN included in the DNS response. The UE selects a PLMN based on its own implementation means.
-
If any of the previous procedures failed (or if there has been no DNS response) and the UE has got an USIM, the UE should attempt an access to and ePDG of the HPLMN

8. The FQDN constructed by the UE (based on the selected PLMN-Id) shall contain an indication that the UE requires an ePDG that supports emergency bearer services

*** end of change ***
�This is okay as long as the indication of emergency services support corresponds to support over the entire country. However, it does not work if only part of a country is supported because the ePDG does not know the UE location.


�This will not normally work because the UE would already try the HPLMN if in the home country and cannot use the HPLMN if in another country. It is thus suggested to delete this.





3GPP

SA WG2 TD


